












STEP 10: In R-1 later than ARK’1 applied, do mixing-column, 
same way of inverse step – 4. 

 
 
STEP 11: In that case, later than ARK’1 applied, do shift rows, 
alike inverse step – 3, then utilize the S-box’ table for 
substitution.  

 
 
STEP 12: At last using ARK’0 = 1A043E114W046B062S to 
cipher text like inverse step - 2. 

 
 
STEP 13: At the moment, carryout the compression techniques 
of “HUFFMAN ENCODING”, such as Decompression, can 
obtain the original text. 
 

5. CONCLUSION AND FUTURE SCOPE 
Encryption techniques are often used to protect the multimedia 
content from the unauthorized users. In this paper, simplified 
encryption techniques are applied on when data compression is 
fulfilled to the reduced file size. The developments of combine 
the both processes is very speed and more secure through the 
open network. AddRoundKeys are derived from the cipher-key 
using temporary words. These approaches of key scheduling are 

more protected to the data on transmission time. Even SES key 
length is maximum 128 bits, and no.of rounds are 3, Key 
expansion is simplification from the SES algorithm. 
 Here experimentally compression along with encryption 
techniques manual calculations is presented. We conclude that 
the time, cost and bandwidth consumption for selective 
SESencryption on compressed Data is less than DES encryption 
techniques. So, the selective encryption technique is better than 
DES encryption techniques as it takes less time with that is 
inaudible to the unauthorized users. In future, the security of the 
method can be use to multimedia data like images or audio or 
video to the system.  
 

REFRRENCES 
1. Behrouz A. Forouzan, Debdeep Mukhopadhayay, “Cryptography 

and Network Security”, 2nd Edt 

2. William stalling, “High Speed Network And Works And Internets” 
3. S.Annadurai, R. Shanmugalakshmi, “Fundamentals Digital Image 

Processing”.  

4. Dr. Kanak Saxena and Mohini Chaudhiri, “Fast and Data 
Transmission using Symmetric Encryption and Lossess 
Compression ”, IJSCMC, Vol. 2, Issues. 2, Feb 2013. 

5. M.Pitchaiah, Philemon Daniel Praveen, “Implementation of 
Advanced Encryption Standard Algorithm”, International Journal 
Of scientific & Engineering Vol 3, Issues 3, Mar 2012. 

6. T. SubbamastanRao, M. Soujanya, T.Hemalatha, T.Revathi, 
“Simultanous Data and Compression Encryption”, T. Subhamastan 
Rao at al. / (IJCSIT) Vol 2. 2011. 

7. Nigam Sangwan, “Text Encryption and Huffman Compression”, 
International Journal Of Computer Application. Vol 54-No.6 Sep 
2012. 

8. Paul A.J , Mythili .P, Paulose Jacob K., “Matrix Based Key 
generation to enhance key avalanche in advanced encryption 
standard”, ICVCI- 2011, proceeding published  by (IJCA). 

9. Suhas J., Mahendra Manangi, Parul Chaurasia Pratap Singh 
“Simplified SESfor Low Memory Embedded Processor”, Global 
Journal of computer application. Vol.10 Issues 14(Ver,10) Nov 
2010. 

 
 
 
 

K. Bommi Mayuri et al, / (IJCSIT) International Journal of Computer Science and Information Technologies, Vol. 6 (1) , 2015, 105-111

www.ijcsit.com 111




